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Packing list:

IP camera

Mounting bracket

S
(@

Lan cable

T~

Antenna

=x
=

Power Adaptor

Installation guide

Screws

& Note: Some models don’t have a separate antenna.

Installation procedure:

Start
¥

Connect the Hardware

!

Install the Search Tool

!

Login the IP Camera into LAN

!

Wireless Settings

!

l

Login the IP Camera to the PC
Client

Access by Mobile

!

End

‘@:Note: For the first time use of IP Camera, please refer to the procedures above.




IP Camera

Internet ] l

Router

06

Internet Cable Power

IP Camera

Internet

PC

Router

©
©

Internet Cable

Power

Connect the camera with Internet cable to the router, and with the power cord to the mains,
like shown above.



1. Installation of the Search Tool

Insert the CD and install the following software:

1. Open the File “IPC-1020 & IPC-1030", click on “OCX setup” — “Next”

“Finish”

2. Open the File “Search Tool”, Copy the “Search Tool” to the desktop and launch it.

2. Login of the IP Camera into the LAN

After the hardware is connected properly, launch the search tool, and the IP address of the

camera will be displayed automatically.

! DENVER Search Tool

— “Install” —

Device Name IP Address P2P-ID System Version App Version MAC
] 3louhoumenlouti 192.168.1.200:2000 JWEV-078461-MKPDZ 67.2.2.154 9.0.4.72 00-B1-C1
E IP Camera 192.168.1.101:80 WXH-000002-BCFEB V7.1.4.1.13-... E-22.0.720.18 00-E0-F8
H TPrAM 192.168.1.150:99 67.4.66.13 9.0.720.65 00-D0-B2
E 192.168.1.251:8082 HWAA-014476-EBAAC V7.1.4.1.13-... [E41.1.720.19 00-E0-F8
E 192.168.1.250:8081 HWAA-006106-EBAFC V7.1.4.1.13-... E-21.0.720.15 AC-A2-17
H 30udieen2 192.168.1.205:2005 JWEV-136168-VMPLP 67.4.64.45 9.0.720.65 00-D5-20
] IPCAM 192.168.1.114:99 WX0-000002-EAEAD 67.2.6.10 9.0.4.72 00-D6-15
] 3louhoumenlouti 192.168.1.203:2003 JWEV-115132-DPHRB 67.2.2.185 9.0.4.72 00-D7-15
J Slougianmenlouti 192.168.1.207:2007 JWEV-078380-HDKGG 67.2.2.154 9.0.19.45 00-97-98
| < mn 3
Language English IP Match

‘@:Note: If the Search Tool issues the message "Subnet mask does not match, please click

IP Match




Double click the camera IP address in the search tool.

In your default browser a login screen like shown below will be displayed:

Windows Security | x |

iexplore.exe
The server 192.168.1.135 is asking for your user name and password. The
server reports that it is from index.html.

Warning: Your user name and password will be sent using basic
authentication on a connection that isn't secure.

|admin ]

feness] |

[] Remember my credentials

Cancel

& Note: Both the username and password are “admin”

(Please change the account user name and password for safety later)

After entering the correct user name and password, the Login screen will be displayed.
(It supports 6 visitors watching online at the same time)

H#:E Polish Danish Finnish |

Language: English | ##&#X Francais Swedish Espafiol Portugués Htaliano Deutsch Pycckwi #3©| Nederlands

Intelligent mode, suitable for IE, Google, Firefox browser

Login

Login

Intelligent online playback

L
E No Plug-In{For phone--JPEG)

Login

& Note: If the OCX already has been installed you may login directly. If not, please install

OCX.

A. Click on “OCX” to download and Install it.
B. Refresh the webpage and login again, the camera video will be displayed as below



Live video

DENVER

a

B @

Videoformat [50Hz v
PTZrate m
Brightness ———a— 50 ]
Contrast  ————m—— (50 |

Saluration ————em———— |120)|

SNArpness —————m— (60 |

call set presetting [1 |
(0]
>
|
Digital z00m e\ Q\ -D .% -@ DE:}“s

3. Wireless Setting

Click on the m button to access the “Wireless” settings.
Search for the WIFI signals and choose the desired SSID.
Make sure that all parameters are the same like in your router, enter the WIFI network
key.

4. After 30 seconds click on “Check”, the notification will show you if the WIFI settings are
successful.

5. If correct, just go back to select “Apply”, then disconnect the network cable.

‘@:Note: If the camera IP Address can not be found by the search tool, please connect the

internet cable again to check the WIFI settings.




e

Enable Wireless.

®@on O of

Wireless

]

SSID

rarscamma | searen |

Security mode

[WPAPSK v

(WPA Algorithm

[AES v

Key

Re-type key

ssssssss

|'.‘heck Wireless Setup

e |

Device information

Time set

Video settings

Audio Settings
Record Settings
Alarm Service Settings
Email

FTP

System Log

Network Settings.

Apply cancel

Checking the WIFI signal connection status

Checking WiFi, please wait about 30 seconds.

Connected to WiFi successfully.
Select "Apply"” to save these settings.

close

4. Device information Setting

1) Click on them icon to access the “ Device information” settings

2) You will see all information for the IP camera

Device information
Device ID: IPCAM
P2P ID : [WXH-0DD002-ECFEB
INetwork Connection Status: LAN
[Current Visitors: 0
[Software Version: V7.1.4.1.13-20150521
Webware Version: E-22.0.720.18
Mac address: 00:E0:F8:02:A4:4D
IP address: 192.168.1.163
[Subnet mask: 255.255.255.0
(Gateway: 192.168.1.1
Primary DNS: 202.96.134.33
Secondary DNS: 202.96.128.86
Manufacture's DDNS status: Failed
Third Party DDNS status: disabled
[System Start Time: 1970-01-01 08:00:18

Wireless
DDDNS Settings
UPnP set

PTZ set

Multiple settings
User Settings
Maintain

ONVIF

Motion detection
Auto Snap
Video shade

Image

Device information
ime

Video settings

Audio Settings

Record Settings

Alarm Service Settings

Email

FTP

System Log

Network Settings

Wireless

DDNS Settings

PTZ set

Multiple settings

User Settings

Maintain

ONVIF

Motion detection

Auto Snap

Video mask

Image

Back




5. Time Settings

1) Click on the E} icon to access the “Time” settings

2) You may choose any NTP server, then click on “Apply”

3) Choose the desired time and click on “Apply” to activate it

Device Date Time

Time Settings
[2015-09-21 15:15:36

Network Time Server [

NTP server| time. windows.com |

Interval| 01 % | hours

Time zone

(GMT+08:00) Beijing, Singapore, Taipei

Sync with PC time

[ Apply |

6. Record settings

1) Click on the E icon to access the “Record” settings

2) Choose “on”

3) Choose between "First stream” or “Second stream”

4) Choose the time schedule for recording

5) Click

On ”Applyﬂ

Device information
Time set

Video settings
Audio Settings
Record Settings
Alarm Service Settings
Email

FTP

System Log
Network Settings
Wireless

DDNS Settings
PTZ set

Multiple settings
User Settings
Maintain

'ONVIF

Motion detection
Auto Snap
Video mask
Image

Back




Record Settings

\Whether o Record O on ® of

Siream: Firststream v

(ol sz 3l 4 5P el 7l sl ofmnfnfefnajulslelmluafolanlalz]2n]
iSunday .
|Monday

Tuesday

|Wednescay

Thursday

Friday
Saturday

[ Apply_|[ SelectList |[ ClearList |

7. Alarm Settings & Motion Detection
Configuration

Device information
Time set

Video settings
Audio Settings
Record Settings
Alarm Service Settings
Email

FTP

System Log
Network Settings
Wireless

DDNS Settings
PTZ set

Multiple settings
User Settings.
Maintain

ONVIF

Motion detection
Auto Snap

Video mask
Image

Back

1) First, you should activate the “Motion detection” and choose the display detail that

should be monitored (you may alter the detail as require).

Motion detection

Time set

Video settings
Audio Settings
Record Settings

Email

FTP

System Log
Network Settings
Wireless

DONS Settings
PTZ set

Multiple settings
User Settings
Maintain

ONVIF

Motion detection
Auto Snap
Video mask

| Device information

[+ windowr1 [ wingow2 ] winaow3 ] Windowd
Sensitivity: Sensitivity: Sensitivity: Sensitivity.
50 [0 [50 50

Apply

Alarm Service Settings.

2) You may choose the “Alarm trigger ringtone” and time schedule, then click on ”Apply”,

If the motion detect detects a motion in the configured display detail the alarm bell will

ring (The model without audio function is not provided with this alarm ring tone

notification)




[] E-mail Alarm and Send Picture

[] Save Picture to the FTP Server

[ save Video to the FTP Server

[ Relay out Ssec W
Linkage set = ]
[} Save Picture to the SD Card
[ save Video to the SD card
[] The alarm triggering siren
[ Alarm preset 1w
image capture number 1w
scnedule Select List I | ClearList ]
0] 1] 2] 3| 4] 5[ 6 7] 8[ 9T w0 [41 [ 1213 [ 14 [ 151617 [ 18 [ 19 [ 20 [ 21 | 22 | 23
{Sunday
jonday
[Tuesday
\Nednesday
[Thursday
Frida)
{Saturday
Cancel

Time set

Video settings
Audio Settings
Record Settings
Alarm Service Settings
Email

FTP

System Log
Network Settings
Wireless

DDNS Settings
PTZ set

Multiple settings.
User Settings
Maintain

ONVIF

Motion detection
Auto Snap
Video mask
Image

Back

8. Alarm Notification Setting & Email, FTP

1) The email configuration screen serves for the preparation of the alarm function. If the

motion detect activates your camera is triggered, you will receive an email containing

photos. Precondition for this is the correct setup and test of the service. Here the

configuration of a Gmail account as example:

Email Setting

[SMTP server. smip.gmail. com Server por'
Safe link STARTTLS v|
|Authentication ®@on Oon
User name 222222222@gmail com
Password sessenense
Receiver 111111111 @gmail.com
Sender 22222222221 @gmail. com
[Subject fest

ok
Message

(the max length is 127)

|EEm R | 725 | pioase setfirst, and then test.

Device information
Time set

Video settings
Audio Settings
Record Settings
Alarm Service Settings
Email

FTP

System Log
Network Settings
Wireless

DDNS Settings
PTZ set

Muitiple settings
User Settings
Maintain

ONVIF

Motion detection
Auto Snap

Video mask
Image

Back

Note: This function only works if the IP camera is connected to the network. If you use Gmail,
you must configure the port as 465, SSL as TLS. But the most important is, that you check if
your email client has SMTP enabled.

2) FTP service is a precondition for the alarm function. If the motion detect activates your

camera an email with photos will be submitted to you. For this it is required that you

configure the email service correctly in check it for functionality. For example:




| FTP
_— Device information
Server Address 192.168.1.54 e

Server Port 21 Video settings
User name admin Audio Settings
Record Settings

[Passive mode ® on O off Alarm Service Settings
Email

Storage Path J | =

Password eee |

[Test FTP settings Test | piease setfist, and then test B
Network Settings
Wireless

DDNS Settings
PTZ set

Multiple settings

User Settings
Maintain

ONVIF

Motion detection
Auto Snap
Video mask
Image

Back

3) Alarm Service Settings, please enter the same settings like in the screenshot below:

E-mail Alarm and Send Picture Time set
Save Picture to the FTP Server Video settings
Save Video to the FTP Server Audio Settings
Relay out Ssec Vv Record Settiny
Linkage set = | | _ g .
Save Picture to the SD Card Alarm Service Settings
Save Video to the SD card Email
The alarm triggering siren il
Alarm preset System Log
Network Settings
Image capiure number 1w
j Wireless.
lichedule Select List ‘ Clear List | DONS Sottings
0] 1] 2] 3] 4] & 71 8] o 10 ] 11 [ 12 13 ] 18 ] 15 [ 16 | 17 ] 18] 19 [ 20 | 21 | 22 ] 23 || Przset
Sunday
Wionda Multiple settings
Tuesday User Settings
T‘”h“"“’“a? Maintain
Friday ONVIF
[oaturday Motion detection
Auto Snap
Video mask
Image
Back




9. System log & Net work setting

1). System log is intended for administrators to monitor the system operation

{1970_01_01 08:00:27] warming: ini

e(config_wifiex.ini) not found!

[1870_01_01 08:00:30] ipc_server starc. A|  Device information
[1870_01_01 08:00:31] user(admin) legin for live stream.
{1970 01 01 08:00:31] user(admin) legin for live stream. Time set
[1870_01_01 12:37:51] user{admin) legin for live stream. i
11870701701 12:41:24] user(admin) logout fzom e LTS
[1970_01_01 20:47:23] ¢ switch(blackwhite -> csler). Audio Settings
[1970 01 01 20:49:37) switch(celor -» blackwhite). =
[1970_01_01 switch(blackwhite -> color). EETET
[1970_01_01 switch(color -> blackwhite). Alarm Service Settings
f1970_01_o1 ¢ switch(blackwhite -> color). .

) switch(color -> blackwhite). Emel

switch(blackwhite -> color). FTP

[1970 01 02 switch(color -> blackwhite).

[1970_01_02 ¢ switch(blackwhite => color). System Log
[1970_01 ¢ switch(color -> blackwhite). Network Settings
[1970_01_03 switch(blackwhite => celor). =
[1970_01_03 switch(color -> blackwhite). Wireless
[1970_01_03 switch(blackwhite -3 color) . DDNS Settings
[1970 01 04 switch(celor -» blackwhite).

[1970_01_04 ¢ switch(blackwhite -> color). PTZ sat
[1970_01_04 witch(color -> blackwhite). Multiple settings
[1970_01_o04 tch(blackwhite -> color).

[1970_01_04 tch(color -> blackwhite). User Settings
[1870_01_04 ¢ switch(blackwhite => color). Maintain
[1970_01 04 switch(color -> blackwhite).

[1970_01_04 02:
[1970_01_04 02:
[lE'?G_jl_Cli 21:
[2015_08_31 18:
(2015 _09_01 06:

witch(blackwhite => color). ONVIF

tch(coler -> blackwhite).

teh(blackwhite -3 color) . Motion detection
tchicelor -» klackwhite). Auto Snap
teh(blackwhite -3 calor) .

fz015 08 01 18: teh(color -> blackwhite) . idec ek
[2015"09 02 06: tch(blackwhize -> color). image
[2015_08_02 15 for 1%

2015_09_02 15: user (admin) legout from live stream. Back
[2015_09 02 18: ircuc: display switch(color -> blackwhite). v

[2015_09_03 06: reut:

Clear Log Refresh

splay switch(blackwhite => color).

2). In "Network Settings" you may modify the IP address, gateway and port number

LAN Settings

Device information

Fixed IP Address e

IP Configuration Type

Time set
IP address 192.168.1.183 Video settings
Subnet mask 255.255.255.0 Audio Settings
|Gateway (192.168.11 Record Settings

DNS Configuration Type M Alarm Service Settings

Email
Primary ONS 202,96 134 33 =

Secondary DNS 202.96.128.86 System Log
HTTP Port 80 (80 or1024~49151) Network Settings
RTSP Port (554 | (554 or1024~49151) Wireless

DDNS settings
PTZ set

Multiple settings
User Settings
Maintain

ONVIF

Motion detection
Auto Snap
Video mask
Image

Back

RTSP Permission verify ® on O Off (Note:Maodify the settings, reboot the device)

10. DDNS Setting

1) Click on the icon and the choose “DDNS Service Settings”.
2) Choose the DDNS server, enter the DDNS user name and password.
3) Submit, refresh, then the DDNS status will be shown as “DDNS Succeed”.




IV‘ Device information
Main DDNS =
[Server Address Video setfings
[Server Port ] Audio Settings
[User name Record Settings
lPassword - Alarm Service Settings
= = Email
[N ® on O off —
[Server Provider Dyndns.org ™| Ry
[User name myuserid Network Seitings
CLTTITTTY Y ‘ Wireless
[Your Domain mydomain.dyndns.org DDNS Settings
PTZ set
[cancel | Multiple settings
User Settings
Maintain
ONVIF
Motion detection
Auto Snap
Video mask
Image
Back

11. PTZ Setting & User Setting

1). Here you may configure some PTZ options

T T S, ...

[Cruise laps 1 (1-50)

PTZ speed

[Fast v]

Time set
Video settings

[Centered after Self-check ®on

) Off Audio Settings
Record Settings
Alarm Service Settings
Email

FTP

System Log

Network Settings
Wireless

DDNS Settings

PTZ set

[Close the alarm while PTZ movement

Multiple settings.
User Settings
Maintain

ONVIF

Motion detection
Auto Snap
Video mask
Image

Back




2). Modification of the user password

—

Preview User name Password Re-type password Time set

admin admin enee [eene ] Video settings

user Audio Settings

guest Record Settings
Alarm Service Settings
: Apply 1 [ Cancel | Email

FTP

System Log

Network Settings
Wireless

DDNS Settings

PTZ set

Multiple settings
User Settings
Maintain

ONVIF

Motion detection
Auto Snap
Video mask
Image

Back

12. Multiple Settings

1) Refresh the device in the LAN search, then you will find other cameras connected to the
same LAN

2) Click on the “2™ device”

3) Click on the desired the camera to add it as the 2" device , enter the correct user name and
password

4) Click on “Apply”

5) You may add up to 9 cameras to the multiple settings

Multiple settings

Device information

IP Camera(192.168.1.153) .
IP Camera(192.168.1.104) IRt
Wanscam IP Camera(192.168.1.251 Video settings
IP Camera(192.168.1.198) . =
Lan Search HW0029-3-3(192.168.1.132) Audio Settings
Demo(192.168.1.250) Record Settings
Alarm Service Settings
Refresh 7
i | Email
[The 1st device Local Host FTP
[The 2nd device MNone System Log
Overlay Camera Name:(IP Camera RO oD
Wireless
1P| 192.168.1.198
DDNS Settings.
Port|80 | PTZ set
User:| admin Multiple settings.
Password:(eeee - | User Seitings
| Add | Remove Nanwia
8 ONVIF
[The 3rd device None Motion detection
IThe 4th device None Auto Snap
[The 5th device None Video mask
The 6th device None Lo
Back
[The 7th device None
The 8th device None
[The Sth device None

Apply Cancel |




13. Maintainance & ONVIF

1) With this option you may restore the camera to its factory settings, and perform
firmware updates.

Reboot

reboot

Restore Factory Defaults

factory default ]

Upgrade

2) ONVIF Support
. .o |

ot ® on O of
Server Port 8080 ]
Preview:

() Check type ®) No check

Time zone Settings.

@® Allow O Prohibit

image Parameters Settings:

O Allow @ Prohibit

Apply |

Cancel |

Device information
Time set

Video settings
Audio Settings
Record Settings
Alarm Service Settings
Email

FTP

System Log
Network Settings
Wireless

DDNS Settings
PTZ set

Multiple settings
User Settings
Maintain

ONVIF

Motion detection
Auto Snap

Video mask
Image

Back

Device information
Time set

Video settings
Audio Settings
Record Settings
Alarm Service Settings
Email

FTP

System Log
Network Settings
Wireless

DDNS Settings
PTZ set

Multiple settings
User Settings
Maintain

ONVIF

Motion detection
Auto Snap

Video mask
Image

Back




14. Auto Snap & Video Mark

1) Capturing of images to the SD card and FTP upload

SD card Snapshot interval 60 ‘ sec

(] save Picture to the SD Card

FTF Snapshot interval 60 sec

[] save Picture o the FTP Server  FTP

| Apply Cancel

Device information
Time set

Video settings
Audio Settings
Record Settings
Alarm Service Settings
Email

FTP

System Log
Network Settings
Wireless

DDNS Settings
PTZ set

Multiple settings
User Settings
Maintain

ONVIF

Motion detection
Auto Snap

Video mask
Image

Back

2) Select the screen detail (you can change the size of the window), click on "Apply" and an

obscured screen area appears

[+] window1 ] Window2 [ window3 [J windows
[Color: | 000000 [Color: 000000 | Color: 000000 Color: | 000000

15. Image setting

Device information
Time set

Video settings
Audio Settings
Record Settings
Alarm Service Settings
Email

FTP

System Log
Metwork Settings
Wireless

DDNS Settings
PTZ set

Multiple settings
User Settings
Maintain

ONVIF

Motion detection
Auto Snap

Video mask
Image

Back

1) Click on apply to modify the brightness, saturation, sharpness, exposure, contrast

2) Click on the application to modify the exposure mode, infrared lamp,

3) Click on applications to change the value of the IR-cut

4) If you click on “Default” all image settings will restored to the default value




Image settings

Device information
Time set

Video settings
Audio Settings
Record Settings
Alarm Service Settings
Email

FTP

System Log
Network Settings
Wireless

DDNS Settings
PTZ set
Mode:Black And WhiteMode Multiple settings
Brightness: 56 User Settings
148 Maintain
Contrast: 50 ONVIF

Motion detection
Auto Snap

79 ]
AE targety: 100 |

Video mask
[ Fiip [ Mirror Image
[] wor Back

Aemode: I Auto v

IR LED Control:[Auto v
IRCut: ISDG \ {1-1024 the late value the greater the switching time)

[osh | [camel] [ovea]

FAQ:

A. Password forgotten

1) Resetyour camera. While the power is on, you must press the RESET button for 10
seconds. The button you will find at the bottom of the camera. With outdoor cameras

the white reset button is located at the end of the power cord.
2) After the reset is completed, the camera is reset to the factory settings, then the
username and the password is "admin".
B. No video, only a black screen, is displayed in the browser
l@DNote: If there is still no live video after running OCX ActiveX, please try to enable the
ActiveX options in the IE security settings by performing the following steps:

1. Deactivate the firewall of your computer.
2. Change the ActiveX settings in “IE” browser > “Tool” > “Internet Options” > “Security” >
“Custom Level” > “ActiveX control and Plug-ins”, all ActiveX options should be

configured as “Enable”:
Especially:

Enable: Download unsigned ActiveX controls




Enable: Initialize and script ActiveX controls not marked as safe

Enable: Run ActiveX controls and plug-ins

Internet Options v 2 /)
— - — ‘
A T B Select & rone 13 view ¢ change seaurity setengs.
A | 3 || (@ & O
) Reopen Lust Browning a Local intranet stes  Rest
stes
re Blocker Intermet -
= "' e This zone s for Internet websites, e
those lated in rusted and
(el Manage Add-ces excent
R Verk Offine Security level for ths zone
ki Yn Allowed levels for ths zone: Medum to Moh
i Compatddey Voew Settngs o
- Approgriate for moast websites
« Prompts before downloadng potentaly ursafe
F Fll reen m G2 ot HE
- Unesgred ActiveX ols il not be &
Toolban »
Eagicees Barn » (¥ Enabie Protected Mode terruet Explorer)
» Took m Reset pl rones o default level
Soggested Stes I
7 Intomet Options [ ok ][ coca ][ aepy |
-
a.
. T =
Security Settings - Internet Zone
Setrgs @, Dplay video and animation on & webpage that does not use «
@ ActveX conrols and phug s =1 -
@ Alow previously unused AciveX controls 5 run without fron © Enable
: Desable | Download ActiveX controls
3| © Dissble ¥
¥, Alow Srptets | & Enable
riabie C'} Promot
Download urdigned ActiveX controls
7 Promg ) Dissble
#, Autemate prompsng for Actvel controls @ Enable
e © Prompt
¢ Brary and st behaviors . Irvtiskze and porpt ActveX controis not marked as safe for
" Admrestrstor spproved Sm
() Dessble & Enable
@ Ensble | O P x
L Temdn ik, s s 3 s 8 s ane hnh A st e | P .fm.&-m;.uﬁﬂmwm-nrm—v_u-a»uu.u
. m J " A

Reset custom settings
RESeU e ngh (defmst) v [ Reset. |
oo ][ cona ]

“Takes effect after you restart Internet Explorer

Reset custom setbrgs
Reset to: [ﬁﬂllﬂ (defauit) ']

[

[ Reset.. |




ALL RIGHTS RESERVED, COPYRIGHT DENVER ELECTRONICS A/S

DeNVeER’

www.denver-electronics.com

g

Electric and electronic equipment and included batteries contains materials, components
and substances that can be hazardous to your health and the environment, if the waste
material (discarded electric and electronic equipment and batteries) is not handled
correctly.

Electric and electronic equipment and batteries is marked with the crossed out trash can
symbol, seen below. This symbol signifies that electric and electronic equipment and
batteries should not be disposed of with other household waste, but should be disposed of
separately.

As the end user it is important that you submit your used batteries to the approriate and
designated facility. In this manner you make sure that the batteries are recycled in
accordance with legislature and will not harm the environment.

All cities have established collection points, where electric and electronic equipment and
batteries can either be submitted free of charge at recycling stations and other collection
sites, or be collected from the households. Additional information is available at the
technical department of your city.

Imported by:

DENVER ELECTRONICS A/S
Stavneagervej 22

DK-8250 Egaa

Denmark
www.facebook.com/denverelectronics

Hereby, Inter Sales A/S, declares that this tablet DENVER (DENVER IPC-1020 + DENVER
IPC-1030) is in compliance with the essential requirements and other relevant provisions of
Directive 1999/5/EC.

A copy of the Declaration of Conformity may be obtained at

Inter Sales A/S

Stavneagervej 22

DK-8250 Egaa

Denmark



